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objectives of standard

• Operation at 13.56 MHz

• Ultra low cost read only labels

• Extensible to higher class labels

• Rapid multiple label reading

• Robust signalling

• Provision for user programming

• Supportive of a range of manufacturing technologies

• Provision for label destruction

• Industry will want to make it
• We specify necessary signalling and protocols

• Encourage industry to describe manufacturing
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epc basic concepts

8 28 24 36

2 21 17 24

2 26 13 23

2 15 13 34

64 bits type I

96 bits

64 bits type III

64 bits type II

version-domain manager-object class-serial number
The EPC code structure is

Longer codes will be defined
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label memory content

96

96+16+24=136 bits

16 24

64+16+24=104 bits
16 2464

96 bit codes

64 bit codes
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multiple read protocols

• Context is EPC labels

• Tree walking is used at UHF

• Interrogator signalling is severely restricted at HF

• Change balance between interrogator and tag signalling

• Slotted terminating adaptive round adopted
• High label throughput

• Suited to dynamic label populations

• Robust collision detection provided
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star protocol features

• Signalling is EMC compliance driven

• Tag selection by section of EPC

• Reply is truncated for efficiency

• Tags reply randomly in slots

• Empty slots are closed early

• Slots are arranged in rounds

• Termination after reading occurs

• Return to round occurs on the conditions

Detection of collision

Detection of insecure communication

Detection of decoding error
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truncated label reply

N 16 24
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star protocol simplified state diagram

UNPOWERED

READY

ACTIVERETIRED

Has just replied

Power-on
   reset

Next slot

      Begin round 
    and unselected

Begin round 
and selected

Communication failure, 
 Collision or Decoding 
            error
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star protocol augmented state diagram

UNPOWERED

READY

ACTIVERETIRED

Has just replied

Power-on
   reset

Next slot, or Begin 
round and selected,
or Next round

             Begin round 
    and unselected, or Next 
round,  or Next slot,  or Write
       commands, or Testing  
                commands

Begin round and 
    unselected

Begin round 
and selected

Communication failure, 
Collisoion or Decoding 
            error
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star protocol full state diagram

DESTROYED

UNPOWERED

READY

ACTIVERETIRED

Has just replied

Destroy

Power-on
   reset

Next slot, or Begin 
round and selected,
    or Next round

             Begin round 
    and unselected, or Next 
round, or Next slot, or Complete 
    reset, or Write commands, or
        Testing  commands, or
            Destroycommand

Begin round and 
  unselected, or 
 Complete reset

Begin  round 
and selected

Complete reset

Communication failure, 
Collisoion or Decoding 
            error
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collision detection

• Collision detection depends on label signalling

• It will be therefore be explained after label signalling
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label programming

• Byte at a time

• Eventually the data is locked

• Different memory technologies provided for

• Some commands optional with technology

• Commands

Block write

Lock block (optional)

Lock whole memory (optional)

Destroy

Chip test commands

Reserved commands
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destruction

• Requires password

• Password length 24 bits

• Purpose is to frustrate unauthorised attempts

• Avoids precision on chip timing

• Long range destruction not needed
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tag to interrogator signalling

• Sub carrier of 424 kHz is
synchronously generated

• Sub carrier modulates the
interrogation signal

• Sub carrier is modulated with data

• Binary one is 4 sub carrier cycles
followed by equal period of no sub
carrier

• Binary zero is 4 sub carrier cycles
preceded by equal period of no sub
carrier

• This data structure supports
collision detection

 

Result

Idea
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interrogator and label signalling

• Interrogator to labels

Shallow dips 1 in 4 am

Symbols 1, 0, SOF and EOF

Data rate 26.4 kbit/s

8 bit CRC

Designed for compliant long streams

• Labels to interrogator

Sub-carrier based

Sub-carrier am for

collision detection

Separate SOF and EOF

Data rate 53 kbit/s

16 bit CRC

Labels

C
on

tr
ol

le
r
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basic interrogator to tag signalling

pulse

Min
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Two  pulses
are shown at
the minimum
  separation
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interrogator to tag symbols

Start of frame

T 2T

t

t

t

t

Binary one

Binary zero

End of frame

e(t)

e(t)

e(t)

e(t)
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collision detection

• All label contents are different

• Even after reply truncation

• Works by detection of oscillation

in quiet period

B B

Each of the diagrams presents a collision as two
forms of data are present in a bit period B
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optional label or interrogator

features

• Kernel to retain been-read or not-been-read state

Can be used to efficiently re-align interrogation field

• Mixed modulation in interrogator signals

Allows deeper modulation depth

Will not be perceived by label

Keeps regulators happy
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further working group debates

• Signalling protection by Hamming distance

• Licensing considerations

• Test specifications

• Manufacturing descriptions
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status epc chip implementation

Christoph Kauer

General Manager

BL Tags & Labels, BU

Identification

Philips Semiconductors

Gratkorn
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feature set of philips epc ic

according to MIT HF Cheap Tag Spec

• Memory type OTP (in field)

• Identification rate 100 - 150/sec

• Max. # of labels 500

• Group Select Yes

• Destruct command Yes (password protected)

• Runs on ISO 18000-3 Mode1 infrastructure with dedicated EPC
software

• Compliance with FCC47 part 15, EN 300-330, ETSI 300-683
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•   Design almost finished

•   Start of sample production in week 24

•   First samples available in Sept 2002

•   Participation at field trial in Oct 2002 ?

•   High volume production ramp up

 first half of 2003 (depending on test results)

schedule of philips epc project
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auto-id center
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emc regulations at hf

ETSI and FCC spectral masks
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interrogator signalling spectrum

Spectrum of a long interrogator signalling stream
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